
                                                                                                             

 

Cyber Security Architecture – Tamil Nadu (CSA-TN) 

Vulnerability Reporting Form 
           Date:  

Vulnerability Reporter Name:   

Product Category (Website/Server /…):  

Product Description (Software Version/Model/…): 
 

Reporter Details 
          Email ID: 
          Mobile: 
          Address: 

 

Description of Vulnerability along with concise steps to reproduce the reported vulnerability along 
with supporting evidence such as: 

         Proof of Concept (PoC) and/or :  

         Code Sample and/or :  

         Crash report and/or:  

         Screenshots and Video recording etc..:  

         Impact of Exploiting the Vulnerability  

Other Products or Software Versions likely to be 
affected:  

 

How the Vulnerability was discovered:   

The tools used for discovering the vulnerability:   

Information on any known exploit:  

Time constraints with respect to going public about the 
issue (e.g. article, blog or conference ect.) 

 

Whether the vulnerability has already been reported 
to the vendor / other agency or any plan to do so 

 

Whether reporting party wants to remain anonymous 
during the coordination process 

 

Whether reporting party wants mention in the 
vulnerability note / advisory 

 
 

Note: (i) This form provides general guidance in terms of information which could be relevant to the vulnerabilities. 
(ii) It is not mandatory to fill and/or sign this form. Vulnerabilities may also be reported by providing relevant 

information in the communication  itself or in any other readable form. 
(iii) Reporting entity may, if desired, also provide relevant information other than mentioned in this form. 

Mail the Vulnerability Reporting Form to: CSIRT-TN, ELCOT Perungudi Campus, Perungudi, Chennai - 600096 or email at: 
incident.csatn@tn.gov.in 

 

 


